
 

 

Taki symbol oznacza, że trzeba w sprawozdaniu dodać zrzut ekranu (najczęściej 1) z wyniku 
działania polecenie. 

Taki symbol oznacza, że należy dodać opis (najczęściej 1 zdanie) z wyniku działania polecenia.  

 

1.  win+x -> zarządzenie komputerem -> Użytkownicy i grupy lokalne  

 

 

 

 

 

 

3.  Użytkownicy zaawansowani  

4.  cmd  

 

net user nazwa_konta 

 

7.  Zarządzaj kontem -> Opcje logowania -> Hasło  



   
 

 

 

 

 

 

 

1.  secpol.msc  

 

2.  Ustawienia zabezpieczeń -> Zasady konta -> Zasady haseł  

 

 

 

 

4.  Ustawienia zabezpieczeń -> Zasady konta -> Zasady blokady konta  

 

 

 

 

 

7.  Ustawienia zabezpieczeń -> Zasady lokalne -> Opcje zabezpieczeń    

  Zamknięcie: zezwalaj na zamykanie systemu bez konieczności zalogowania

 



   
 

 

 

Inspekcja zdarzeń logowania

1. gpedit.msc  

2. Przejdź do Konfiguracja komputera -> Ustawienia systemu Windows -> Ustawienia zabezpieczeń -> 
Zasady inspekcji -> Przeprowadź inspekcję zdarzeń logowania. 

 

3. Aktywuj inspekcję zdarzeń dla prób kończących się Sukces i Niepowodzenie. 

4. Zaloguj się kilkakrotnie do systemu, w tym używając nieprawidłowego hasła. 

 

Podgląd zdarzeń (eventvwr.msc) wyświetla dzienniki, które mogą pomóc w identyfikacji problemów z syste-
mem. Aby przejrzeć zdarzenia związane z logowaniem, wykonaj poniższe kroki: 

1. Uruchom Podgląd zdarzeń poprzez Menu Start, wpisując eventvwr.msc w pole wyszukiwania i 
naciśnij Enter. 

2. Kliknij na Dzienniki systemu Windows -> Zabezpieczenia.  



   
 

 

 

 

 

 

 

e)  

 

 

 

 

3.  C:\Program Files\Wireshark  

4.  Wireshark.exe  Właściwości  

5.  Zabezpieczenia  

6.  Edytuj   

 

 



   
 

 

 

 

1.  gpedit.msc  

2.  Konfiguracja użytkownika → Szablony administracyjne → Panel Sterowania  

3.  Zabroń dostępu do Panelu sterowania  Włączone  

4.  Konfiguracja użytkownika → Szablony administracyjne → System  

5.  Zapobiegaj dostępowi do narzędzi edycji rejestru i ustaw ją na Włączone. 

 

  Panelu sterowania  Rejestru 

 


