
   
 

 

  

Przykładowe pliki PCAP wykorzystane w ćwiczeniu pochodzą z repozytorium: 

Securitum, Wireshark – sample PCAP files, GitHub, 

  

(materiały użyte wyłącznie w celach dydaktycznych).  

https://github.com/securitum-com/wireshark/tree/main/samples


   
 

 

Statistics -> Conversations

 high_bandwidth_usage.pcap

 

 Statystyki -> wykresy we./wy

 

https://github.com/securitum-com/wireshark/tree/main/samples


   
 

 

 server_response_times.pcap

 

 wykres we./wy  

 



   
 

 

 

 http.time

 

curl http://example.com 

 

 



   
 

 

ip.dst == <adres_docelowy>

 ddos_attack.pcap

 wykres we./wy

 

 dns_traffic.pcap

 Podążaj -> Strumień UDP



   
 

example.com

 

tcp.flags.syn == 1 && !tcp.flags.ack

 port_scanning.pcap

 Statystyki -> Conversations

 TCP

 


