
 

 

 

 

 

 

 

 

https://www.apachefriends.org/pl/index.html


   
 

 

cd Downloads 

 nazwa-pliku-

instalatora.run

sudo chmod +x nazwa-pliku-instalatora.run 

 

sudo ./nazwa-pliku-instalatora.run 

 Next

 

 Manage Servers MySQL Database

Start

 

 

 phpMyAdmin

 New

http://kali/dashboard/


   
 

 Nazwa bazy danych testowa

 utf8_general_ci Create

 users

 Save

 users Insert

 Go

• id:

• login:

• pass:

 Browse



   
 

 

  

 htdocs  

cd /opt/lampp/htdocs 

 ataki  

sudo mkdir ataki 

  

cd ataki 

 formularz.html  

sudo nano formularz.html 

 

<form action="logowanie.php" method="post"> 
    <br />Nazwa uzytkownika: 
    <input type="text" id="username" name="login" /> 
    <br/>Haslo: 
    <input type="password" id="password" name="pass" /> 
    <br /> 
    <input type="submit" value="Zaloguj" /> 
    <input type="reset" value="Reset" /> 
</form> 

 



   
 

 

 

 

sudo nano logowanie.php 

 

<?php 

// Włączanie raportowania błędów 
ini_set('display_errors', 1); 
error_reporting(E_ALL); 
 
$hostname = 'localhost'; 
$user = 'root'; 
$password = ''; 
$database = 'testowa'; 
 
// Połączenie z bazą danych 
$link = mysqli_connect($hostname, $user, $password, $database); 
 
if (!$link) { 
    die("Błąd połączenia: " . mysqli_connect_error()); 
} 
 
// Odbieranie danych z formularza - BEZ FILTROWANIA (celowo dla testu) 
$log = $_POST['login']; 
$pas = $_POST['pass']; 
 
// Zapytanie SQL podatne na wstrzyknięcie 
$query = "SELECT id FROM users WHERE login = '$log' AND pass = '$pas'"; 
 
// Wyświetlamy zapytanie na ekranie, aby widzieć jak działa atak 
echo "Wykonane zapytanie: <b>" . $query . "</b><br><br>"; 
 
$result = mysqli_query($link, $query); 
 
if ($result && mysqli_num_rows($result) > 0) { 
    echo "<h2 style='color:green'>Zalogowano pomyślnie!</h2>"; 
} else { 
    echo "<h2 style='color:red'>Błąd logowania</h2>"; 
} 
mysqli_close($link); 

?> 

 

http://localhost/ataki/formularz.html


   
 

 

admin admin1

 

 

cokolwiek' or 1 = '1 


